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1	Decision/action requested
Approve this contribution as a normative text to be included in the living draft-CR for eNA security normative work [1]. 
2	References
[1]	Living document draft_S3-213707-r1
3	Rationale
Since MFAF is recently introduced and includes non-3GPP entities inside, it is needed to protect the data through MFAF.
The Messaging Framework is not expected to be standardized by 3GPP. It contains Messaging Infrastructure that propagates event information and data (e.g.: streaming and notifications) from data sources to data consumers. A Data consumer that uses the Data Management Framework sends requests to the DCCF rather than to a data producer. 
While the Messaging Framework is not standardized by 3GPP, a Messaging Framework Adaptor NF (MFAF) offers 3GPP defined services: 3GPP DCCF Adaptor (3DA) Data Management service and 3GPP Consumer Adaptor (3CA) Data Management service of the Messaging Framework Adaptor Function (MFAF) which are used for interaction between the 3GPP Network and the Messaging Framework.

4	Detailed proposal

*** BEGIN CHANGES ***
X.Y	Security protection of data via Messaging Framework
The transfer of the data between the data source and data consumer via the messaging framework shall be confidentiality, integrity, and replay protected.
Confidentiality protection, integrity protection, and replay-protection shall be supported on the new interfaces between 3GPP entities and MFAF by reusing the existing security mechanism defined for SBA in TS 33.501 Clause 13.
*** END CHANGES ***

